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Modification History 

Release Comments 

1 These Assessment Requirements were released in DEF Defence Training 
Package release 1.0 and meet the Standards for Training Packages. 

 
 

Performance Evidence 

Evidence required to demonstrate competence must satisfy all of the requirements of the 
elements and performance criteria. If not otherwise specified the candidate must demonstrate 

evidence of performance of the following on at least one occasion. 

 presenting expert evidence  

 describing complex technical procedures in simple language  

 writing complex reports  

 applying the rules of evidence  

 applying the constraints of individual qualifications  

 maximising the potential evidentiary value of the electronic evidence 
 

Knowledge Evidence 

Evidence required to demonstrate competence must satisfy all of the requirements of the 
elements and performance criteria. If not otherwise specified the depth of knowledge 
demonstrated must be appropriate to the job context of the candidate. 

 legislative, policy and procedural context in which electronic forensic evidence is given  

 rules of evidence  

 court procedures relevant to the specific legal process  

 procedures and protocols in different judicial systems  

 types of evidence admissible in judicial systems  

 legislative requirements of presenting evidence  

 constraints and limitations of individual qualifications  

 prosecution process  

 role of legal personnel  

 role of expert witnesses  

 use of forensic documentation and notes in giving evidence  
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Assessment Conditions 

Competency should be assessed in an actual workplace or in a simulated environment, with 
access to equipment and infrastructure appropriate to the outcome. Competency should be 

demonstrated over time to ensure the candidate is assessed across a variety of situations, with 
access to electronic devices with content suitable for forensic extraction including mobile 

devices, computers or communications equipment.  

Assessors must satisfy the NVR/AQTF mandatory competency requirements for assessors. 

Links 

Companion Volume implementation guides are found in VETNet - 
https://vetnet.gov.au/Pages/TrainingDocs.aspx?q=6bdbab1e-11ed-4bc9-9cba-9e1a55d4e4a9 

Companion Volume implementation guides are found in VETNet - 
https://vetnet.gov.au/Pages/TrainingDocs.aspx?q=6bdbab1e-11ed-4bc9-9cba-9e1a55d4e4a9 
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